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1.0	Introduction
1.1	Compliance with the guidance is monitored by reviewing any new processes or information assets that have been introduced. Within Source Group Ltd, (The Organisation), Project assurance processes are in place and the results are fed through project boards or similar groups. Remedial or improvement action is documented and taken where appropriate.

1.2	It is a requirement of the Data Security and Protection Toolkit assurance that the privacy impact assessment procedure is regularly reviewed, and where necessary, additional measures implemented to assess and improve performance in meeting the statutory timeframes (or any more restricted timeframes required by the subject access request procedure).

2.0	Approach
2.1	Audit requirements include demonstrating that responsibility for documenting a procedure to ensure that new or proposed changes to organisational processes or information assets are identified has been assigned to an individual or group. A named individual's job description, or a note or e-mail assigning responsibility or the terms of reference of a group will be considered as evidence
2.2	The audit will assess that specific project IG assurance processes are in place to review any new processes and information assets and that results are being appropriately fed through to appropriate personnel/groups (e.g. SIRO, IG Steering Group, project boards, etc.). An assessment will be made that where a need for improvement is identified, it is documented within plans and appropriate action taken.

2.3	Evidence or this will include minutes/meeting notes where the new processes and information assets have been reviewed during the year including the decisions made, and where necessary, action taken to make improvements or any updates to the new processes or information assets.

2.4	For the process itself the audit will check that there is a documented procedure for the identification and assessment of new processes and information assets that might impact on information security, confidentiality and data protection, and information quality that sets out a range of responsibilities for those involved in making decisions about whether to permit implementation of a new process or information asset. The type of roles that would typically be involved would be the senior people that lead on confidentiality (e.g. Caldicott Guardian), information risk (e.g. SIRO, IAO), information security officers, IG leads, etc. 
2.5	Evidence would include a written document detailing a named group or job role(s) that decides whether a privacy impact assessment is required, considers any impact on information quality, reviews existing security procedures and identifies any new security procedures that may be required.
2.6	Additionally, the procedure should also set out a structured approach for appropriate IG security accreditation documentation, procedures and controls to ensure new information assets are developed and introduced in a secure manner. 
2.7	There must be evidence that a documented project management approach exists to deal with new and proposed changes to organisational information assets, or documented procedures and controls.
2.8	Briefings will be assessed to confirm that all staff members that are likely to introduce new information processes or information assets are effectively informed about the requirement to obtain approval from the IG Steering Group at the proposal stage of the new process or information asset. Staff briefing materials or awareness sessions materials should also be available.
2.9	The results of the survey are to be reported to the SIRO and where applicable improvement plans developed and implemented.




3.0	Analysis and Findings
	Ref

	Auditing Activity
	Results
	Follow up action

	1
	Responsibility has been assigned or the terms of reference of a group are in place
	confirmed
	

	2
	The existence of a DPIA procedure has been checked
	confirmed
	

	3
	The existence of a DPIA template has been verified
	confirmed
	

	4
	The existence of a DPIA register has been confirmed
	confirmed
	

	5
	Where applicable an appropriate DPIA project plan has been developed
	No DPIAs have been developed
	

	6
	The DPIA procedure has been followed in line with the  defined requirements
	No DPIAs have been developed
	

	7
	Checking that adequate briefings have been held to outline the DPIA process
	No DPIAs have been developed, but the DPIA process has been included in staff briefings
	





4.0	Conclusions
From the information obtained during the audit it was concluded that:-the policy and templates are available but there have been no DPIAs developed
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