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[bookmark: _Toc28207836]1.0	Introduction

1.1 Source Group, (the Organisation), has an important requirement to ensure that the collection, storage and management of patient data is accurate, timely, relevant and secure in order to provide the provision of effective and efficient patient health care and the achievement of the organisation’s central objectives and statutory obligations.
[bookmark: _Hlk491174575]
1.2	The Data Protection Act 2018 (including GDPR) will have a direct effect on the Organisation and the IG Framework which refers to related policies and procedures.

The basis of this framework includes the following requirements of the new GDPR regulations: - 

· An all-inclusive information asset register with data flow mappings must be maintained and processes developed to ensure the assets are current  
· The legal basis for the processing of information are required
· Consent with suitable ‘opt in’ and ‘opt out’ conditions must be included
· The Information Commissioners’ Office (ICO) must be notified of data breaches within 72 hours 
· Increased fines for failure to comply with the regulations will be imposed 
· Fair processing notices will require updating to inform users of GDPR implications
· The introduction of a Data Protection Officer (DPO) role to the organisation will be considered
· There will be changes to individual’s rights over the way data is stored  
· Timescales for Subject Access Request responses etc will be decreased  
· Evidence of GDPR compliance must be made transparent and available

GDPR applies to ‘data controllers’ and ‘data processors’. The definitions are similar to the definitions included within the Data Protection Act 2018 – the controller says how and why personal data is processed and the processor acts on behalf of the controller.

The organisation as a Data controller will not be relieved of its obligations where a processor is involved and the GDPR will place further obligations on the organisation to ensure all contracts with data processors comply with GDPR.


1.3	It is clear that high quality data is a basic requirement for the rapid and effective diagnosis and treatment of service users.  Information produced from service use data is crucial for the proficient running of the organisation and to take full advantage of utilisation of resources for the benefit of patients and staff.

1.4	All healthcare entities are required to acquire and maintain details concerning the patients who are diagnosed and treated within the organisation. Typically, the details include the Name, Address, Date of Birth, G.P Name and Address, Civil Status, Ethnic Group and Religion. This is generically known as demographic information. Other patient related details that are gathered includes clinical data.

1.5	The purpose of this procedure is to ensure that the patient Demographic Information MDS (Minimum Data Set) and clinical data is complete.  In order to achieve this, missing and erroneous information should be identified and the correct rectifying action taken in a judicious manner.

1.6	This document details the procedure for identifying and implementing the processes needed, which will result in a complete and accurate patient Demographic Information MDS. The detail and full extent of clinical data collected will depend on the particular care pathways which is available in other organisation documents 

1.7	The MDS of the patient demographic information is comprised of the following data items.  Many of these components are mandatory, however it is an essential requirement for all of these data items to be completed, either by entering the correct information, or by entering an appropriate dummy code.

	· Surname
	Mandatory

	· Forename
	Mandatory

	· Date of Birth
	Mandatory

	· Age
	Mandatory

	· Sex
	Mandatory

	· Address
	Mandatory

	· Postcode
	

	· Civil Status
	Mandatory

	· Ethnic Group
	Mandatory

	· G.P Name
	

	· G.P Address
	

	· G.P Postcode
	

	· Religion
	Mandatory





1.8       GDPR Implications

Binding Corporate Rules (BCRs) are designed to allow multinational companies to transfer personal data from the European Economic Area (EEA) to their affiliates located outside of the EEA in compliance with the 8th data protection principle of the Data Protection Act and Article 47 of GDPR, item (d) include a reference to data quality and states: -
‘the application of the general data protection principles, in particular, purpose limitation, data minimisation, limited storage periods, data quality, data protection by design and by default, legal basis for processing, processing of special categories of personal data, measures to ensure data security, and the requirements in respect of onward transfers to bodies not bound by the binding corporate rules.’
In practice, the organisation does not advocate transferring personal data outside of the UK
[bookmark: _Toc28207837]2.0	Scope

2.1	This policy applies to the administrative and clinical patient related data contained within the organisation’s electronic and paper-based systems.

2.2	This policy compliments the following Organisation policies:

· patient Data Quality Policy
· Health Records lifecycle Management Policy
· Health Records Keeping Policy
· Information Security & Data Protection Policy
· Information Governance Policy

2.3	This policy expected to be applied by staff and is considered to be regarded as mandatory. Failure to follow a organisation policy could result in disciplinary action being taken, up to and including dismissal.


[bookmark: _Toc28207838]3.0	Policy Statement

3.1	patient data is collected and processed by many staff across the organisation. Data quality may be affected by a wide range of activities; the need for good quality data must therefore be embedded in the culture, values and actions of organisation staff.

3.2	The Organisation will:-
· Confirm that operational and clinical staff are alert of the importance and value of good quality patient data

· Provide correct, comprehensive and appropriate information to support healthcare commissioning, local information requirements and the information necessary for Commissioning Minimum Data Sets (CMDS)

· Maintain the patience clinical / administrative ITC Interface to ensure that demographic data is complete and that indexes are matched

· Ensure that the exact patient demographic information is accessible so that patients are easily identifiable and can be communicated with as necessary

· Ensure that all data items are correct, and that any dummy codes are used properly, and observe data standards as determined by the NHS Data Dictionary. Also to guarantee that locally established standards are consistent with the NHS Data Dictionary

· Ensure that all members of staff, who are accountable for the repair of missing demographic information, understand the relevant policies and procedures referred to in this procedure


[bookmark: _Toc28207839]4.0	Roles & Responsibilities

4.1	Organisation staff are responsible for ensuring that patient data is recorded promptly and accurately as described in the latest procedures and definitions.
	Line managers are responsible for monitoring patient data quality and for imposing high level of quality patient information.


[bookmark: _Toc28207840]5.0	Equality and Diversity Statement

5.1	All patients, employees and members of the public must be treated fairly and with respect, regardless of age, disability, gender, marital status, membership or non-membership of a trade union, race, religion, domestic circumstances, sexual orientation, ethnic or national origin, social & employment status, HIV status, or gender re-assignment. 

5.2	All organisation polices and organisation wide procedures must comply with the 	relevant legislation (non-exhaustive list) where applicable:

· Data Protection Act 2018 and GDPR
· Equal Pay Act (1970 and amended 1983)
· Sex Discrimination Act (1975 amended 1986)
· Race Relations (Amendment) Act 2000
· Disability Discrimination Act (1995)
· Employment Relations Act (1999)
· Rehabilitation of Offenders Act (1974)
· Human Rights Act (1998)
· Trade Union and Labour Relations (Consolidation) Act 1999
· Code of Practice on Age Diversity in Employment (1999)
· Part Time Workers - Prevention of Less Favourable Treatment Regulations (2000)
· Civil Partnership Act 2004
· Fixed Term Employees - Prevention of Less Favourable Treatment Regulations (2001)
· Employment Equality (Sexual Orientation) Regulations 2003 
· Employment Equality (Religion or Belief) Regulations 2003 
· Employment Equality (Age) Regulations 2006 
· Equality Act (Sexual Orientation) Regulations 2007



[bookmark: _Toc28207841]6.0	Equality Impact Assessment Statement

6.1	The organisation is dedicated to guaranteeing that none of its policies, procedures, services, projects or functions discriminate unlawfully.  In order to confirm this commitment all policies, procedures, services, projects or functions will undergo an Equality Impact Assessment.

6.2	Evaluations of Equality Impact Assessments will be undertaken in line with the assessment of the policy, procedure, service, project or function


[bookmark: _Toc251216350][bookmark: _Toc251217318][bookmark: _Toc28207842]7.0	Patient Focused Environment

7.1	This Organisation supports a patient Focused Environment of continuous quality improvement which will enable patients to have positive expectations as to their experience the professional delivery of our services.


[bookmark: _Toc28207843]8.0	Procedures for Validating and Amending patient Demographics at point of contact

8.1	A significant part of the data capture process is associated with checking that the accuracy of data is optimised. This can be realised by using every opportunity to verify the consistency of any data collected by the organisation.

8.2	On all occasions that a patient interfaces with the organisation staff should use the ‘patient Demographic Information MDS’ as a checklist to determine if any patient details have changed.

8.3	Organisation staff should never assume that details displayed on computed monitor or screen are correct even if the patient is thought to be reasonably well known to the organisation.

	Verification Questions include checking:

· Name & Date of Birth

· Home Address

· Home & Mobile Telephone Number

· Registered GP & Practice

· Ethnic Group & Overseas Visitor Status 
(If not already recorded)

8.4	When asking a patient about demographic details it is important not to use closed Questions’. E.g. use questions that require more than a ‘Yes’ or ‘No’ answer, i.e. “who is your GP” rather than “Are you still with the same GP?”	

8.5	If any patient related details of the data have changed staff should request the date that the change in data took place. In circumstances where staff are unsure of spellings, the patient must be asked to spell or clearly write the information.

	Organisation ITC Systems must be updated as soon as possible following the identification of any changes in data.


[bookmark: _Toc28207844]9.0	Missing Demographic Data (If applicable)

9.1	Missing patient demographic information for Inpatients/Outpatients and Emergency Department is reported daily via missing data reports, automatically generated by the PACs system and sent to the to the Data Quality department.
It is the duty of Data Quality staff to action the reports from the systems and complete the omitted information.


9.2	Typical Missing Data Reports (NHS used as an example)
· Missing GP’s
· Missing Postcodes
· Missing NHS Numbers
· Missing Practice Codes

[bookmark: _Toc28207845]10.0	Duplicate patient Records

	Reports are sent to the Data Quality team on a regular basis.

For instances when duplicate patient records are discovered the data quality department will initiate corrective action 


[bookmark: _Toc28207846]11.0	Systems & Interfaces 
Require textual description of the systems functionality and how data quality is monitored


[bookmark: _Toc28207847]12.0	Reference Information
The information required to develop the patient Demographic MDS can be obtained from many sources, it is noted that a patients’ demographic details should be with the patient themselves.
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